Concept explainer: digital wallet trusted exchange project
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You can choose which digital wallet you want to use to
store your verified credentials.

* No data is stored with the trusted exchange, data is kept

concession card. exchange project will:
« verify the credential issued by an authority is genuine
generate a verifiable credential which can be added to a

digital wallet of choice with the issuing authority, and your personal device.
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+ A third party service provider can verify the details they
get are current and genuine.

+ A third party service provider keeps a record of the
transaction, not sensitive personal information.
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